Freedom of Information Act 2000/Environmental Information Regulations 2004  
re: malicious emails
Your request for information has now been considered and the Council’s response to your questions is shown below.

You asked:

The date range for the requests is from 2018 to present day. The data shall include a breakdown by year.

1. How many malicious emails (e.g. phishing emails) have been successfully blocked?
2. What percentage of malicious emails were opened by staff?
3. What percentage of malicious links in the emails were clicked on by staff?
4. How many ransomware attacks were blocked?
5. How many ransomware attacks were successful? 

Answer:
For your information this letter constitutes a refusal notice under Section 17(1) of the Freedom of Information Act 2000 because an exemption under Section 31- law enforcement, is being applied.
Disclosure of the requested information would be likely to have significant negative impact on the prevention or detection of crime. The Council considers there is a strong public interest in avoiding likely prejudice to the prevention of crime.

If you are dissatisfied with the handling of your request, please write, explaining your grounds of appeal, to: 

Internal Review

Information Governance & Risk
Email: info.requests@leicester.gov.uk
