Freedom of Information Act 2000/Environmental Information Regulations 2004  
re: Prevent/Channel data management
Your request for information has now been considered and the Council’s response to your questions is shown below.

You asked:

According to the document CTP-Prevent Policy 2020, released publicly by Counter Terrorism Policing, each local authority and police force should enter into Data Sharing Agreements (DSA) with regards to Prevent and/or Channel. According to legislation, DSA’s should be entered into after a Data Protection Impact Assessment has been carried out. Any data processing should be covered by a Data Processing Contract. 

Please release:

1: Any Data Sharing Agreement(s) made with regards to Prevent and/or Channel.

Please see attached. A small amount of data has been redacted under Section 40(2) – Personal Data.

2: Any Data Protection Impact Assessment done in relation to these Data Sharing Agreement(s).

This is information not held and the Council is advising you of this as required by Section 1(1) of the Act.

3: Any Data Processing Contract(s) relevant to the Data Sharing Agreement(s).

N/A. This is information not held and the Council is advising you of this as required by Section 1(1) of the Act.

4: A list of partners without Data Sharing Agreement(s) that you have entered into a Memorandum of Understanding with for the purposes of Prevent and/or Channel implementation.

This is information not held. We have not entered into any MOUs and the Council is advising you of this as required by Section 1(1) of the Act.
Annex B of the Channel Duty Guidance at https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/964567/6.6271_HO_HMG_Channel_Duty_Guidance_v14_Web.pdf details partners who may be involved in Prevent and/or Channel implementation.

5: Any information given to persons, or the guardians of said persons, referred to Prevent and/or Channel, including any Privacy Notice.

This information is accessible elsewhere under Section 21 of the FOI Act. Please see https://www.leicester.gov.uk/your-council/how-we-work/our-website/privacy/ Service specific notice attached. See section 3.

Additionally, please answer the following questions:

6: Is the Data Sharing Agreement derived from the template Data Sharing Agreement found on the Police CTNet?

No


7: Are any data relevant to Prevent and/or Channel shared outside of Data Sharing Agreements, such as via Multi Agency Safeguarding Hub emails being copied in to Police?

No


8: Do invitees to Channel or Police-Led Partnership Panels have to sign Data Sharing or Confidentiality Agreements?

No – this is verbally agreed and recorded in the minutes. 

9: If YES to (8) please release a copy of this agreement.

N/A


10: Is any data relevant to Prevent stored outside of the Prevent Case Management Database or Channel Management Information System?

No
11: If YES to (11) please list these databases.

N/A


12: Please indicate whether your area is a Prevent priority area (YES/NO)

Yes


13: Please indicate whether your area is a Dovetail area (YES/NO)

No

14: Please list all the persons consulted on the decision to release the above information (only position and organization)

We are withholding this information under FOIA Section - 40(2) Personal Information and Section 38 - Health and Safety.
Section 40(2) – Personal Information

This exempts personal data if disclosure would contravene any of the data protection principles in Article 5(1) of the General Data Protection Regulation and section 34(1) of the Data Protection Act 2018. By disclosing two identifiers (organisation and position within it) any individuals who have been consulted could be identified. Section 40(2) exempts personal data being shared if disclosure would contravene any of the data protection principles in Schedule 1 to the DPA. Section 40(2) is an absolute exemption, which does not require a public interest test.

Section 38 – Health and Safety

Prevent is part of the Government’s Counter Terrorism Strategy and those involved with it are engaged in reducing the terrorist threat to the UK. There is a risk that individuals or groups seeking to undermine the UK’s counter terror strategy could target people who were consulted in answering this FOI as anyone who is consulted would have some responsibility for delivering Prevent. An additional concern is that if individuals know that they could potentially be identified by information released via FOI this would negatively impact their mental wellbeing. 


You may re-use the information under an Open Government Licence.
If you are dissatisfied with the handling of your request, please write, explaining your grounds of appeal, to: 

Internal Review

Information Governance & Risk
Email: info.requests@leicester.gov.uk
