Freedom of Information Act 2000
Your request for information has now been considered.  The Council holds the information requested.

You asked:

a. How many of your employees work with children or vulnerable people (e.g. social workers, or those who work in fostering, education or child and adult care)? 

b. How many of your employees who work with children or vulnerable people are ‘remote workers’ or ‘flexible workers’ (i.e. they perform some of their duties away from a fixed/office location – for instance, performing home visits or working from home outside of regular office hours)?
The majority of staff have encrypted laptops and are able to work remotely from any location at any time, therefore, an exact figure is not held. This letter acts as a refusal notice under section 17.1 of the Freedom of Information Act 2000 because, in accordance with section 1.1 of the Act, this information is not held by Leicester City Council.
However, we are able to confirm the following figures regarding Children and Adult Social Care staff, the social workers would all work remotely.
Children’s Social Care & Early Help – 644 employees (142 social workers)

Adult Social Care (Commissioning & Safeguarding) – 733 employees (114 social workers)

All the below questions relate to those employees who work with children or vulnerable people, and are also considered ‘remote workers’ or ‘flexible workers’ as identified in questions a. and b. above

c. Do you provide these employees with any of the below devices so that they can perform their jobs outside of the office (indicate all that are applicable)? 

a. Basic mobile phone 
Yes
b. Smartphone


Yes
c. Tablet 


Yes
d. Laptop computer 

Yes
e. Desktop computer 
Yes
d. Are they able to perform the following tasks on these council-provided devices?

a. Access centrally stored information on the individuals they are dealing with 

Yes
b. Save information on their cases or specific individuals to the device 


Yes
c. Save information on their cases or specific individuals to central storage that isn’t on the council-provided device (e.g. through a VPN connection) 

Yes
d. Communicate with colleagues over email 


Yes
e. Use collaboration tools (e.g. Microsoft Teams, Slack, WhatsApp) Yes
f. Communicate with the specific children or vulnerable people they are working with (e.g. over email or instant messaging) 
Yes
g. Communicate with people who work outside the organisation (e.g. contractors or other public services) 


Yes
h. Personal tasks – e.g. visiting non-work-related websites or accessing personal email accounts 
Some websites yes, however, not personal email 

e. How many of these employees have complained to the organisation that they could not perform work they need to on their council-provided device (e.g. because of issues with the device, difficulty accessing information, or a lack of training) in the past 12 months? 
We are not aware of anyone complaining to Leicester City Council that they cannot do the work they need to do on their work provided device. 

f. Do you prevent these employees from using their own personal devices for work-related tasks due to concerns over data privacy?

a. Yes, we prevent all tasks

b. Yes, we prevent some tasks

c. No, but they have to take specific actions – e.g. installing security on their device, using specific vetted applications

d. No

e. Don’t know 

g. Are you aware of any of these employees sharing their personal mobile phone number for work purposes when instructed not to? If possible, how many have done so?
We are not aware of any staff utilising personal phones when advised not to. Staff are entitled to utilise their own devices for mobile working where set up to do so.

You may re-use the information under an Open Government Licence.
If you are dissatisfied with the handling of your request please write to: 

Information Governance and Risk
Leicester City Council

Legal Services
4th Floor City Hall

115 Charles Street

Leicester  
LE1 1FZ
e-mail: info.requests@leicester.gov.uk 

