Freedom of Information Act 2000 – malicious computer software   
Your request for information has now been considered. The Council holds the following information. 

You asked:

1. In the last three years has any of the Council’s IT equipment been infected by so-called “ransomware” (malicious software that encrypts files and then demands payment in order for the files to be decrypted; examples include Cryptolocker, Cryptowall, CryptoDefense, Locky)  Answer: No
2. If so, how many infections have been detected? N/A
3. If so, what information was affected? N/A
4. If so, has the Council paid money in order to have the files decrypted? N/A

5. If so, how much money was paid and via what means? N/A

If you are dissatisfied with the handling of your request please write to: 

Information Governance 
Leicester City Council

Legal Services
1st Floor, 16 New Walk
Leicester     LE1 6UB
e-mail: info.requests@leicester.gov.uk 

