You asked for:
I am currently embarking on a research project around Cyber Security and was hoping you could provide me with some contract information relating to following information:
1.       Standard Firewall (Network) - Firewall service protects your corporate Network from unauthorised access and other Internet security threats
For your information this letter constitutes a refusal notice under Section 17.1 of the Freedom of Information Act 2000 because an exemption under Section 31 of the Act is being applied – law enforcement, Section 31(1) (a) the prevention and detection of crime. Release of this information could potentially put the Council at serious risk of attack 

2.       Intrusion Detection - network intrusion detections systems (IDS) and network intrusion prevention systems (IPS) services that detect Web application attacks and include anomaly-awareness in addition to handling older threats that haven't disappeared. 
Again, section 31 of the Act is being applied – law enforcement, section 31(1) (a) the prevention and detection of crime.  

 3.       Web Applications Firewall - A Web application firewall (WAF) is a firewall that monitors, filters or blocks the HTTP traffic to and from a Web application. 
Websense.
This letter constitutes a refusal notice under Section 17.1 of the Freedom of Information Act 2000 because an exemption under Section 21 of the Act is being applied, namely the information is accessible by other means, the Council Website. 

IT Contract information can be found using the following link:
http://www.leicester.gov.uk/your-council/how-we-work/data-protection-and-foia/transparency-and-open-data/
 4.       Threat Monitoring - organizations and security analysts to identify and protect against security threats.
Again, section 31 of the Act is being applied – law enforcement, section 31(1) (a) the prevention and detection of crime.  

5.       Anti-virus Software Application - Anti-virus software is a program or set of programs that are designed to prevent, search for, detect, and remove software viruses, and other malicious software like worms, trojans, adware, and more.
Kaspersky 

IT Contract information can be found using the following link:

http://www.leicester.gov.uk/your-council/how-we-work/data-protection-and-foia/transparency-and-open-data/
 6.       Encryption Facilities - s a host based software solution designed to encrypt sensitive data before transferring it to tape for archival purposes or business partner exchange.
Not applicable.

 For each of the different types of cyber security services can you please provide me with:

1.       Who is the existing supplier for this contract?

2.       What does the organisation spend for each of contract?

3.       What is the description of the services provided for each contract?

4.       What is the expiry date of each contract?

5.       What is the start date of each contract?

6.       What is the contract duration of contract?

7.       What is the hardware brand? If available.

8.       What is the software brand? If available?
All IT Contract information can be found using the following link:

http://www.leicester.gov.uk/your-council/how-we-work/data-protection-and-foia/transparency-and-open-data/
9.       The responsible contract officer? Full name, job title, contact number and direct email address.

Junior members of staff names are exempt from release under s40(2) of The Act as they are personal data and this therefore acts as a refusal notice under s.17 of The Act.  The e mail address for the IT contracts team is as follows: 

ict-contracts@leicester.gov.uk
You may re-use the information under an Open Government Licence.
If you are dissatisfied with the handling of your request please write to: 

Information Governance and Risk
Leicester City Council

Legal Services
4th Floor City Hall

115 Charles Street

Leicester  
LE1 1FZ
e-mail: info.requests@leicester.gov.uk 

