Freedom of Information Act 2000
Your request for information has now been considered. The does not hold the information requested.

You asked:

It is common practice for English and Welsh Local Authorities to redirect the incoming emails of their customers who have been/are abusive or vexatious - I understand Local Authorities have appropriate policies in place designed for dealing with such customers and therefore the implementation and management of the redirect falls to those policies.

My understanding of redirect/divert is interception. I am advised a Local Authority will request its I.T manager to create a filter, this filter is a electronic instruction to the main server to identify a certain customers email and having done so intercept it by redirecting it away from the intended addressee to whomsoever. In past times this rule/filter was known as a wiretapping. 

In the event your authority is redirecting/intercepting the emails of customers kindly confirm, and provide myself copy, of that authority that lawfully empowers it to create the filter by which it intercepts the customers email.

Leicester City Council does not re-direct or intercept emails from abusive/vexatious customers. We provide a single point of contact for said customers but other avenues of contact are still open to them. Therefore, this letter acts as a refusal notice under section 17.1 of the Freedom of Information Act 2000. In accordance with section 1.1 of the Act, this information is not held by Leicester City Council.
You may re-use the information under an Open Government Licence.
If you are dissatisfied with the handling of your request please write to: 

Information Governance and Risk
Leicester City Council

Legal Services
4th Floor City Hall

115 Charles Street

Leicester  
LE1 1FZ
e-mail: info.requests@leicester.gov.uk 

