FREEDOM OF INFORMATION ACT 2000/ENVIRONMENTAL INFORMATION REGULATIONS 2004 
Your request for information has now been considered and the Council’s response to your questions is shown below.

You asked:
Online Safety Questions from 2024 Safeguarding Audit

I am writing to make a request for information under the Freedom of Information Act 2000.

Please could you provide me with a copy of all the questions relating to online safety from your most recent S175 or S157 safeguarding audit, particularly those that address filtering and monitoring provision? If the 2024 audit has not yet taken place, please provide the same information from your most recent audit, and specify the date of the audit.

The following questions were sent to schools in May for return by the end of September. 

	The Lead DSL understands it is their responsibility for online safety as per KCSIE 2023 and takes lead on this matter. The lead DSL has arranged whole staff online safety training (annually) and is aware of the monitoring and filtering systems in school. 

	The DSL ensures that the school has embedded the Filtering and Monitoring standards and can demonstrate the school’s adherence to it. Staff and parents/carers are aware of what systems are used.  Leaders and governors receive regular monitoring updates and reports

	The DSL ensures that the school has embedded the Cyber Security standards and can demonstrate the school’s adherence to it

	The school has an Online Safety Policy/Guidance which has been developed in consultation with a wide range of staff and pupils. Questionnaires and the pupil voice has been used ensuring there is a whole school ownership.  The Policy is displayed on the school’s website. It is evidenced that the policy is reviewed on an annual regular basis to consider new and specific Safeguarding concerns

	The school is using an electronic communications and social media policy to support the work of online safety in the school 

	The school is aware of Cyber Crime, its issues, impact and what to do should cybercrime be suspected.  This includes the dark web. Including early identification of vulnerable pupils/ students and providing appropriate support / interventions. 

	Pupils are made aware of Cybercrime and risks around this including the dark web. (age appropriate)

	The school can demonstrate effective use of the national guidance ‘Sexting (youth generated images/sharing nudes/semi-nudes) Guidance for Schools/Colleges and are aware on how to apply this in the school. They have taken advice from preventative and child protection agencies (including the Police) in making appropriate referrals as and when required.  

https://www.gov.uk/government/publications/sexting-in-schools-and-colleges 

	The school attempts to inform/engage pupils and their parents in taking a shared responsibility in keeping safe. It is effective in the education and protection of vulnerable children who may be put at particular risk from their own and others’ actions whilst online. The school regularly evaluates the effectiveness and impact of the programmes and uses national and local initiatives

	The school has a policy aligned with national and LA policies on acceptable use of the internet/social media/ video, mobiles and cameras  

	There are regular opportunities within the curriculum for pupils or students to learn about online safety

	There are systems in place to regularly gather feedback from pupils or students on what concerns them online and what support they need


You may re-use the information under an Open Government Licence.
If you are dissatisfied with the handling of your request, please write, explaining your grounds of appeal, to: 

Internal Review

Information Governance & Risk
Email: info.requests@leicester.gov.uk
